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COMMISSION ON CIVIL RIGHTS

Notice of Cancellation of Public
Meeting of the West Virginia Advisory
Committee

Notice is hereby given, pursuant to
the provisions of the rules and
regulations of the U.S. Commission on
Civil Rights, that a meeting of the West
Virginia Advisory Committee to the
Commission which was to have
convened at 12:30 p.m. and adjourned
at 5:00 p.m. on Thursday, October 21,
1999, has been canceled. The meeting
was to be held at the State Capitol
Building, Governor’s Conference Room,
Office of the Secretary of State, Room
157, 1900 Kanawha Boulevard,
Charleston, West Virginia 25305.

The original notice for the meeting
was announced in the Federal Register
on October 1, 1999, FR Doc. 99–25523,
64 FR, No. 190, p. 53317.

Persons desiring additional
information should contact Ki-Taek
Chun, Director of the Eastern Regional
Office, 202–376–7533 (TDD 202–376–
8116).

Dated at Washington, DC, October 6, 1999.
Carol-Lee Hurley,
Chief, Regional Programs Coordination Unit.
[FR Doc. 99–26657 Filed 10–12–99; 8:45 am]
BILLING CODE 6335–01–P

DEPARTMENT OF COMMERCE

National Institute of Standards and
Technology

Computer System Security and Privacy
Advisory Board; Request for
Nominations

AGENCY: National Institute of Standards
and Technology, Commerce.
ACTION: Request for nominations of
members to serve on the Computer
System Security and Privacy Advisory
Board.

SUMMARY: NIST invites and requests
nominations of individuals for
appointment to the Computer System
Security and Privacy Advisory Board
(CSSPAB). The terms of some of the
members will soon expire. NIST will
consider nominations received in
response to this notice for appointment
to the Board, in addition to nominations
already received.

DATES: Please submit nominations on or
before November 15, 1999.

ADDRESSES: Please submit nominations
to Edward Roback, CSSPAB Secretary,
NIST, 100 Bureau Drive, M.S. 8930,
Gaithersburg, MD 20899–8930.
Nominations may also be submitted via
fax to 301–948–2733, Attn: CSSPAB
Nominations.

Additional information regarding the
Board, including its charter and current
membership list, may be found on its
electronic home page at: <http://
csrc.nist.gov/csspab/>.

FOR FURTHER INFORMATION CONTACT:
Edward Roback, CSSPAB Secretary and
Designated Federal Official, NIST, 100
Bureau Drive, M.S. 8930, Gaithersburg,
MD 20899–8930; telephone 301–975–
3696; telefax: 301–926–2733; or via
email at ‘‘edward.roback@nist.gov’’.

SUPPLEMENTARY INFORMATION:

I. CSSPAB Information

Objectives and Duties

The CSSPAB was chartered by the
Department of Commerce pursuant to
the Computer Security Act of 1987 (P.L.
100–235). The objectives and duties of
the CSSPAB are:

1. The Board shall identify emerging
managerial, technical, administrative,
and physical safeguard issues relative to
computer systems security and privacy.

2. The Board shall advise the National
Institute of Standards and Technology
(NIST) and the Secretary of Commerce
on security and privacy issues
pertaining to Federal computer systems.

3. To report its findings to the
Secretary of Commerce, the Director of
the Office of Management and Budget,
the Director of the National Security
Agency, and the appropriate committees
of the Congress.

4. The Board will function solely as
an advisory body, in accordance with
the provisions of the Federal Advisory
Committee Act.

Membership

The CSSPAB is comprised of twelve
members, in addition to the
Chairperson. The membership of the
Board includes:

(1) Four members from outside the
Federal Government eminent in the
computer or telecommunications
industry, at least one of whom is
representative of small or medium sized
companies in such industries;

(2) Four members from outside the
Federal Government who are eminent in
the fields of computer or
telecommunications technology, or
related disciplines, but who are not
employed by or representative of a
producer of computer or
telecommunications equipment; and

(3) Four members from the Federal
Government who have computer
systems management experience,
including experience in computer
systems security and privacy, at least
one of whom shall be from the National
Security Agency.

Miscellaneous

Members of the CSSPAB are not paid
for their service, but will, upon request,
be allowed travel expenses in
accordance with Subchapter I of
Chapter 57 of Title 5, United States
Code, while otherwise performing
duties at the request of the Board
Chairperson, while away from their
homes or a regular place of business.

Meetings of the Board take place in
the Washington, DC metropolitan area,
usually at the NIST headquarters in
Gaithersburg, MD. Meetings are two to
three days in duration and are held
quarterly.

Board meetings are open to the public
and members of the press usually
attend. Members do not have access to
classified or proprietary information in
connection with their Board duties.

II. Nomination Information

Nominations are sought in all three
categories described above, including a
small business representative in the first
category.

Nominees should have specific
experience related to computer security
or electronic privacy issues, particularly
as they pertain to federal information
technology. The category of membership
for which the candidate is qualified
should be specified in the nomination
letter. Nominations for a particular
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